Bijlage 2.2 Sjabloon E-mail

|  |  |
| --- | --- |
| **Van** | <Farhan@ITSD.nl> |
| **Aan** | Opdrachtgever@examen.nl |
| **CC** |  |
| **Onderwerp** | Vervolgstappen en wettelijke verplichtingen |
| Beste mevrouw/heer directie,  Na aanleiding van mijn onderzoek heb ik gemerkt dat er aantal zwakheden zijn gevonden. Dat waren remote accestool die ongecontroleerd toegang verkregen kon worden tot de databases. Om ervoor te zorgen dat er geen makkelijk toegang verleend kan worden moet het encrypted zijn. Het root wachtwoord van MYSQL was root, die moet ook aangepast worden naar een moeilijke wachtwoord. Geen authentication in MYSQL die ook toegevoegd moet worden. Firewall die uit staat die ook aangezet moet worden. Antivirus bescherming is uitgezet die moet ook aangezet worden. En er is een virus gevonden in de server die verwijderd moet worden. Kan waarschijnlijk liggen aan een usb stick.  Er moet natuurlijk ook gekeken worden naar wettelijke verplichtingen, denk aan Autoriteit Persoonsgegevens(AP). Omdat er een virus is ontstaan kan er gegevens verloren raken, dus daarom is het belangrijk om AP te laten melden.  Met vriendelijke groet,  Farhan Muhammad | |